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Abstract: The main goal of process mining is discovering models from event logs. The 
usefulness of these discovered models is directly related to the quality of event logs. Researchers 
proposed various solutions to detect deficiencies and improve the quality of event logs; however, 
only a few have considered the application of a reliable external source for the improvement of 
the quality of event data. In this paper, we propose a method to repair the event log using the 
database bin log. We show that database operations can be employed to overcome the 
inadequacies of the event logs, including incorrect and missing data. To this end, we, first, extract 
an ontology from each of the event logs and the bin log. Then, we match the extracted ontologies 
and remove inadequacies from the event log. The results show the stability of our proposed 
model and its superiority over related works. 
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1 Introduction 

Process mining aims at discovering, monitoring and improving 
real-world processes by extracting knowledge from event logs 
readily available in today’s information systems (Bose et al., 
2013). Process mining comprises three main tasks: (i) process 
discovery, (ii) conformance and (iii) enhancement (Van der 
Aalst et al., 2011). Process discovery, the more common task in 
process mining, produces a process model based on an event 
log. The second task, process conformance, compares the 
existing process model with an event log of the same process. 
The third task, process enhancement, extends and improves an 
existing process model based on the information acquired from 
the actual process, as recorded in event logs. Thus, an event log 
is essentially the starting point of all process mining tasks. It 
means that the usefulness of the outcome of all these tasks 
directly depends on the quality of the even log. 

The challenges arising in the analysis of process event logs 
are rooted in the two sources: (i) process characteristics, and (ii) 
quality of event logs (Bose et al., 2013). The former deals with 
fine-grained events, case heterogeneity, voluminous data, and 
concept drift. For instance, fine-grained event logs and less 
structured processes result in spaghetti-like process models, 
which are often hard to comprehend. The second group of the 
challenges stem from data that are either missing, incorrect, 
imprecise, or irrelevant. Such low-quality data leads to 
complicated or unreliable results. This is particularly observed 
when case attributes are missing. Dealing with these challenges 
is an ever-growing important research area in process mining. 

Several approaches, either semantic or non-semantic ones, 
are proposed to address these challenges. Ly et al. (2012) 
provided a semantic method that utilises user-defined 
constraints to resolve the problem of incorrect/irrelevant data. 
Another method to address the problem of incorrect data using 
semantic lifting is proposed in Azzini et al. (2013). Also, a 
different semantic approach is utilised by Richetti et al. (2014) 
to deal with the cases of voluminous data and fine-granular 
events. As non-semantic methods, Rogge-Solti et al. (2013) 
and De Leoni et al. (2015) respectively focus on missing data 
and case heterogeneity. To the best of our knowledge, none of 
the existing approaches in the literature considers application of 
a reliable external data source to improve the quality of process 
event logs. 

In this paper, we propose to use the bin log of the 
transactional database, as a relevant source, to tackle 
incorrect/missing data. We extract ontologies from both the 
event log and the bin log. Then, we match the extracted 
ontologies for the process of data cleaning. In addition, our 
approach relies on novel techniques of ontology extraction and 
matching. 

Thus, the main contributions of this article are summarised 
as follows: 

 We use database bin logs for cleaning event logs.  

 We propose a novel technique for extracting an ontology 
from an event log. More precisely, we enrich the ontology 
extracted from a process event log using databases.  

 We develop an algorithm for the purpose of enhancing 
the accuracy of ontology matching.  

The rest of the paper is organised as follows: the state of the  
art is reviewed in Section 2. We propose our approach in 
Section 3. The evaluation results are presented and discussed in 
Sections 4 and 5, and we conclude the paper in Section 6. 

2 Related work 

In this section, we primarily focus on semantic process mining, 
but also touch upon non-semantic methods as relevant to our 
work. 

2.1 Semantic process mining 

According to recently published systematic mapping studies, 
combination of ontology and semantic-based approaches 
significantly improve the quality of the results achieved in 
different applications (Garcia et al., 2019). Semantic process 
mining leverages the data semantics arising from an event log. 
It has three key components: ontologies, references from the 
elements of the event log into the concepts in the ontology, and 
ontology reasoners (De Medeiros et al., 2008; Martinez-Cruz  
et al., 2012). The main component of semantic process mining 
is the ontology. Ontologies, which are linked to event logs, can 
improve the quality of process mining and can result in a better 
analysis of the process. So, we, first, review the works that 
extract/enrich ontologies from process event logs. Then, we 
investigate the methods that focus on taking ontological 
information into account during process analysis. 

A variety of techniques are proposed for ontologies 
extraction. For instance, Nykänen et al. (2015) used log files to 
produce two ontologies, the product model and process 
ontologies. Another type of ontology, TOronto Virtual 
Enterprise (TOVE), is enriched with concepts related to 
business models Kim and Werthner (2011). In Caetano et al. 
(2015), an analytical method is used to show that combining 
process mining with an organisational ontology aids experts in 
analysing business processes. Similarly, Detro et al. (2016) 
presented a model for semantically enriching an event log by a 
domain ontology. In Pedrinaci and Domingue (2007), an event 
ontology is defined which includes the events that take place 
during a process. Vaculin and Sycara (2008) proposed a new 
definition for event ontology which also comprises a 
classification involving sub-classes related to events. 

The literature on using semantic information for 
improvement of the quality of event log is very broad. For 
example, Ly et al. (2012) utilised user-defined constraints to 
resolve the problem of incorrect/irrelevant data. In Azzini et al. 
(2013), a new concept of Semantic Lifting (SL) is introduced 
as an aid in process mining. The procedure is implicitly done 
using conversion of data in a data warehouse to the event log 
format, which is appropriate for process monitoring in an 
information system. 

Richetti et al. (2014) discovered declarative process models 
by exploring event logs and show flexible and unstructured 
processes. The work presents an approach that uses hierarchical 
semantic relations to reduce the complexity of process models. 
There are also frameworks proposed for the pre-processing of 
the event log for purposes such as aggregating the semantic 
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information (Deokar and Tao, 2015), and extracting event log 
information based on the ontology of the related domains 
(Calvanese et al., 2016). 

Also, a semi-automatic method named RDB2Log is 
proposed to generate quality-informed event logs from 
relational data (Andrews et al., 2020). It requires as input a 
relational data set and supports the user in selecting event log 
attributes from the available data columns. 

2.2 Non-semantic methods 

The second category involves the studies that use non-semantic 
methods to improve the quality of event logs. These methods 
can be divided into two categories: probabilistic and non-
probabilistic. 

As a probabilistic method, Rogge-Solti et al. (2013) used 
knowledge from process models to present a method for 
repairing missing events in an event log by using stochastic 
Petri nets, alignments and Bayesian network. It first uses path 
probabilities and then Bayesian network. Sani et al. (2018) 
introduced a conditional method to detect outlier behaviour. It 
detects and modifies such behaviours in order to become 
acceptable inputs for process mining algorithms. In Conforti  
et al. (2018), an automatic method is presented for reordering 
the events with incorrect timestamps and estimating correct 
timestamp for such events. Ayo et al. (2017) presented another 
method for improving event logs. It uses Fuzzy Genetic Mining 
based on Bayesian Scoring Function (FGM-BSF). 

As non-probabilistic methods, Van der Aalst (2015) and 
De Murillas et al. (2016) extracted event-related data from 
databases, but not to directly repair event logs. Dunkl 
(2013) deals with activity sequencing and activity hierarchy 
to improve process mining results. A pattern-based method 
is proposed in Suriadi et al. (2017) for improving the quality 
of event logs and process models. Nguyen et al. (2019) 
focused on detecting anomalous values and reconstructing 
missing values in event logs using auto-encoders to learn a 
model of the relationships among attribute values. 

2.3 Guidelines 

In addition to the two categories of methods we reviewed, 
another category of related works includes studies that present 
guidelines and instructions for logging, discussions of issues of 
quality of event logs, etc. For example, Van der Aalst (2015) 
presented 12 instructions based on the attributes and references 
of events. Mans et al. (2015) classified the issues concerning 
quality of events logs. In Alspaugh et al. (2014), some issues 
related to the event logs are identified and their possible 
solutions are discussed. Devi and Kalia (2015) recommended a 
set of basic information items that should be recorded in an 
event log and provides recommendations for improvement in 
the quality and quantity of logged user activities, which results 
in a better information collection. Table 1 provides a 
comparison amongst the studies regarding the ways they 
improve process mining. 

Table 1 Comparison of studies 

Ref. Method  Automation level Challenge 
Uses relational 

database 
Year 

Ly et al. (2012) Semantic Non-probabilistic Semi-automatic Event log quality No 2012 

Azzini et al. (2013) Semantic Non-probabilistic Semi-automatic Event log quality No 2013 

Dunkl (2013) Non-semantic Non-Probabilistic Automatic Event log quality No 2013 

Rogge-Solti et al. (2013) Non-semantic Probabilistic Automatic Event log quality No 2013 

Richetti et al. (2014) Semantic Non-probabilistic Automatic Process-related issues No 2014 

Deokar and Tao (2015) Semantic Non-probabilistic Automatic Process-related issues No 2015 

Van der Aalst (2015) Non-semantic Non-probabilistic Semi-automatic Event log quality YES 2015 

Calvanese et al. (2016) Semantic Non-probabilistic Semi-automatic Process-related issues YES 2016 

De Murillas et al. (2016) Non-semantic Non-probabilistic Semi-automatic Event log quality YES 2016 

Detro et al. (2016) Non-semantic Non-probabilistic Automatic Event log quality No 2016 

Suriadi et al. (2017) Non-semantic Non-probabilistic Semi-automatic Event log quality No 2017 

Ayo et al. (2017) Non-semantic Probabilistic Automatic Event log quality No 2017 

Sani et al. (2017) Non-semantic Probabilistic Automatic Event log quality No 2017 

Sani et al. (2018) Non-semantic Probabilistic Automatic Event log quality No 2018 

Conforti et al. (2018) Non-semantic Probabilistic Automatic Event log quality No 2018 

Nguyen et al. (2019) Non-semantic Non-probabilistic Automatic Event log quality No 2019 

Andrews et al. (2020) Non-semantic Non-probabilistic Semi-automatic Event log quality YES 2020 

Proposed Approach Semantic Non-probabilistic Automatic Event log quality YES 2020 
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As shown in Table 1, despite of the effectiveness of semantic 
approaches in improving the quality of event logs, it has not 
received enough attention in the literature. Therefore, it is a line 
of research that needs more investigations. 

3 Proposed approach 

In this paper we propose to use the databases, as external 
sources, to improve the event log quality. In the database, a 
bin log stores all the operations, including Insert, Delete and 
Update. We use this log to resolve the inadequacies of the 
event log including incorrect and missing data. We also use 
ontologies and ontology matching to correct inadequacies of 
the event log. 

Figure 1 shows the overall architecture of our proposed 
method. As shown, the method includes six phases: (i) Pre-
processing, (ii) Case ID discovery and repairing, (iii) Extraction 
of ontology from the event log, (iv) Extraction of ontology 
from the database, (v) Ontology matching and (vi) Cleaning  
the event log. 

3.1 Pre-processing 

In this phase, we identify and maintain the necessary 
information contained in the bin log. The bin log encompasses 
different database operations (e.g., insert, delete and update) 
together with the corresponding timestamps. An example of a 
bin log file is shown in Figure 2. 

In order to obtain the required information from the bin log, 
we pre-process the log by removing unnecessary data, 
specifically redundancies. The result of the pre-processing 
phase is a file containing the timestamps, operations (insert, 
delete or update) and their corresponding values. An example 
of output of this phase for an ‘Insert’ operation is as follows: 

#160205 11:12:17 
Insert into PCH 
requests(BrandReqID, PeriodID, 

BrandReqNo, BrandReqDate, 
BrandRequesterID, BrandReqType, 
BrandReqUnitId) 

values (’120’, 
’205’,’0’,’2016/02/05’,’28’,’BRAND’,’57’)  

Figure 1 Proposed approach 

 

Figure 2 A sample part of the bin log 
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Table 2 An example of the number of field repetitions for bin log file 

Table 

Field 
BrandReqId BrandReqDate BrandReqType BrandReqId ReqId GoodId ItemNumber ItemPrice bought StoreUnitId RequestId

T1 1 1 1 1        

T2     4 4 4 4 4 4  

T3           1 

 
3.2 Case ID discovery and repairing 

The output of the previous phase is the input of case ID 
discovery and repairing phase. The aim of this phase is to 
find the correct case ID. Extracting the process model 
cannot be done properly with incorrect case IDs in the event 
log. Repairing the case ID also impacts it’s the related 
fields, such as timestamps. 

In order to discover the case ID from a bin log, we 
compute the number of times that each field has been 
subject to an operation, in all tables. The result is a table in 
which rows are table names and columns are all table fields 
as shown in Table 2. Each cell contains the weighted 
summation of the times that its corresponding filed has been 
involved in an operation. The weight of each insert 
operation is 2 and the weights of both delete and update are 
considered 1. Then, the highest value which is associated 
with the primary key is considered for all fields of that table. 

3.3 Extracting ontology from the event log 

As explained earlier, we extract two ontologies, one from 
the event log and the other from the database, to match the 
instances in the event log with those in the database. By 
instance matching, the incorrect and missing data are 
repaired using additional information which are provided by 
ontology. To do so, Java and Jena library are used in order 
to extract ontologies from the event log and the database. 
Jena is a Java framework for building semantic web 
applications, providing extensive Java libraries.1 

Owing the different structures of the two ontologies, the 
accuracy of the results obtained at the matching stage may not 
be desirable if the two ontologies are extracted independently. 
To overcome this problem, an online mapping should be 
performed, with the database structure as the reference point, to 
obtain an accurate matching between the two ontologies. 

The first step in extracting ontology from the event log is to 
define classes corresponding to the fields of the event log and 
consistent with the database schema. For each field in the event 
log, a class is created in the ontology. The name given to the 
class is similar to field’s corresponding table. All of the 
ontology classes are created, in the same way. 

The next step is creating the ontology relations. Generally, 
there are two types of relations in an ontology, i.e., datatype 
properties and object properties. Datatype properties represent  
 

the relations between a class and the value of data, while object 
properties represent the relations between a pair of classes. In 
order to create the relations in the ontology, both the 
relationships between the tables of the database and the 
relationships between the fields of the event log are considered. 
By doing so, the ontology of an event log is created through 
forming classes and establishing relations between them. 

After extracting the ontology from the event log, 
ontology population is carried out. In this step, instances are 
added to the ontology of the event log in order to match the 
instances of ontology extracted from the database. For 
ontology population, the values of event log fields are read 
one by one, and the instances are inserted into the ontology 
according to the appropriate class/property. 

3.4 Extracting ontology from the database 

Similar to the extraction of ontology from the event log, 
another ontology is extracted from the database using the 
database schema. In this phase, it is necessary to create the 
classes, object properties and datatype properties. The tables 
in the database are considered classes, and the fields of each 
table are considered datatype properties, with their range 
and domain being determined by considering the database 
schema. In addition, the relations between the tables 
(primary and foreign keys) are considered object properties. 
Ontology population is carried out at this stage, as well. The 
ontologies extracted from the event log and database are 
presented in Figures 3(a) and 3(b), respectively. 

3.5 Ontology matching 

The purpose of ontology matching is to identify the relations 
between entities from two given ontologies (Euzenat et al., 
2015). A variety of methods have been proposed for ontology 
matching, e.g., matching at the class level, model-based 
matching and instance matching. In this study, as the goal is to 
resolve the problem of incorrect and missing data, we perform 
an exact matching between ontologies. 

Missing and incorrect data are related to the datatype 
properties. So, for accurate matching, equivalent classes and 
their relations are considered, and exact matching is performed 
between their corresponding instances. The pseudo-code of our 
algorithm is shown in Figure 4. 
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Figure 3 Extracted ontologies. (a) Ontology extracted from the event log (b) Ontology extracted from the database 

 

(a) 

 

(b) 

Figure 4 Pseudo-code of the ontology matching algorithm 

 



 An ontology-based method for improving quality of process event logs 285 
 

3.6 Cleaning the event log 

Generally, there are some mandatory and supplementary items 
in an event log, i.e., case IDs, events, relationships, case 
attributes, locations, activity names, timestamps, resources and 
event attributes. Each of these items may involve data items 
that are irrelevant, incorrect, imprecise or missing (Bose et al., 
2013). Since we are going to clean the event log by comparing 
it with the database, we can only use the information provided 
by the bin log of database. So, we exclude the ‘resources’ item 
and take into account the remaining eight items. 

At this stage, to clean the event log, the following sixteen 
quality issues are targeted: Missing and incorrect case  
IDs, Missing and incorrect events, Missing and incorrect 
relationships, Missing and incorrect case attributes, Missing 
and incorrect positions, Missing and incorrect activity names, 
Missing and incorrect timestamps and Missing and incorrect 
event attributes. 

Incorrect and missing data in the ontology of the event log 
is corrected by matching. In addition, any discrepancy between 
corresponding datatype properties is handled by substitution of 
an appropriate value from the database ontology into the event 
log ontology. This results in clean event log. 

4 Empirical evaluation 

In this section, we empirically evaluate the performance of 
our proposed method and show its applicability in the real-
world practices. In order to examine the proposed approach 
and analyse its behaviour, we use a heuristic evaluation 
method, introduced in Behkamal et al. (2020). 

Based on this method, we select a part of an event log and 
ask domain experts to manually remove quality issues such as 
missing or incorrect data. As this event log is reviewed and 
improved by an expert, we use it as a base gold standard for the 
purpose of performance evaluation. We contaminated this base 
event log by creating and injecting quality issues, namely, 
insert incorrect data and create missing data. Then, the 
proposed method is applied to the manipulated event log. 
Finally, the result of our approach, which is a repaired event 
log, is compared with the base expert-reviewed event log and 
the accuracy of our method is computed. We have asked  
the director of financial affairs at the Centre of Information  
and Communication Technology of Ferdowsi University of 
Mashhad to help us as the domain expert. 

In what follows, we first introduce the event log we use 
for the evaluation purpose. Then, we describe the process of 
event log contamination, i.e., injecting quality issues to the 
target event log, and finally present the results. 

4.1 The event log 

The process which is selected as a case study is the 
‘Purchase Process’ obtained from the Logistics System of 
Ferdowsi University of Mashhad. We also use the database  
 
 
 

schema and tables, as well as the event log and the bin log 
of this system. The specifications of the event log are shown 
in Table 3. 

Table 3 The details of the event log used in this experiment 

Number of events  777978 

Number of cases  27546 

Number of unique events  10910 

Number of unique activities  58 

It is noteworthy that an event log has a predefined structure, 
which includes basic information (e.g., case IDs and 
timestamps). To demonstrate the appropriateness of the 
selected event log, the size of our selected event log is 
compared with several standard event logs. The result is shown 
in Table 4. 

Table 4 Comparison of our event log with other event logs 

Event log Number of cases Number of events

2011 BPI Challenge 
(BPIC, 2011) 

1143 150291 

BPI Challenge  
(BPIC, 2012) 

13087 262200 

Catharina Hospital  
(Bose et al., 2013) 

1308 55315 

Building Permit Process 
(Bose et al., 2013) 

434 14562 

Purchas 777978 27546 

4.2 Contaminating the event log 

After selecting a part of our experimental even log and 
cleaning it, we contaminated it using data manipulation 
method proposed by Nguyen et al. (2019). We randomly 
insert incorrect data and creation of missing data. To do this, 
a random function inserts erroneous data into the event log. 
Initially, 200 records are selected from the event log. Given 
that each record contains 22 different fields, 4200 data 
points are considered. These fields are shown in Table 5. 

The cells receiving the erroneous data are selected as 
follows. First, a random integer number in the range  
[1–200] is generated to be used as the record number and a 
random number in the range [1–22] as the field number. 
These two random numbers specify the target cell that will 
be the target of manipulation. Then, the data existing in the 
selected cell is eliminated. The data deletion process is 
repeated 200 times, which produces 200 missing data errors. 
After this step, incorrect data are inserted into the event log. 
Once again, the record and field are randomly selected. 
Considering the selected field (whether it is a number or a 
string), the data is randomly selected from an invalid array 
of fields and is placed in the selected field. This is repeated 
200 times, resulting in 200 incorrect data issues. Table 5 
shows the result of event log contamination. 
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4.3 Results analysis 

In this section, we report the results of applying the 
proposed method to both base and contaminated event logs. 

Experiments show that our proposed method decreases 
the number of incorrect data to zero, which means full 
resolution of the problem of incorrect data. However, the 
problem of missing data is not completely resolved. This is 
due lack of some information in our database. Therefore,  
a number of the missing data error remains intact in  
the event log. 

The results shown in Table 6 are obtained for the case of 
10% contamination, as described earlier. 

Table 5 The number of the inserted erroneous data elements 
in the fields of the event log 

Field Incorrect data Missing data 

PeriodYear 8 11 

UnitID 3 9 

UnitName 11 10 

ReqItemId 7 4 

Requester 13 14 

requesterName 7 4 

Actor 10 13 

actorName 10 11 

StatusCode 7 7 

StatusDesc 14 10 

ReqReviewDate 13 10 

StatusType 7 6 

ItemName 3 3 

ScaleDesc 9 12 

ItemNumber 5 12 

IPrice 10 11 

TaxDesc 9 8 

IDesc 12 11 

SupplierId 11 5 

Saller 11 9 

PurchaserId 12 14 

PurchaserName 8 6 

Table 6 Final results of empirical evaluation 

Metric 
% Missing data 

correlation 
% Incorrect data 

correlation 

Precision 99.88 99.52 

Recall 99.95 99.52 

F1 99.91 99.52 

5 Comparative evaluation 

In order to demonstrate the superiority of the proposed 
approach over the other semantic cleaning methods, we have 
selected a similar work to implement and compare the results. 
As shown in Table 1, only two of the semantic cleaning 
methods have focused on the quality improvement of event log 
(Ly et al., 2012; Azzini et al., 2013), while the others 
investigated the process-related issues. Azzini et al. (2013) 
aimed at extracting knowledge about the structure of the 
process using semantic technologies, so their method cannot be 
applied to the clean the event log. Ly et al. (2012) presented a 
data cleaning method that utilises semantic knowledge about 
the processes in the form of process constraints. The constraints 
which are imposed by the experts have been directly applied to 
the event log. Since the method is applicable to our case study, 
we have selected this as a related work for performance 
comparison. 

To this end, we first need to define the process restrictions 
by the help of experts. In our work, the constraints are 
determined by the owner of ‘Purchase Process’ who is the head 
of Logistics Systems at Ferdowsi University of Mashhad. A 
number of process restrictions are defined as follows: 

 Preliminary review of the purchase request requires 
registration, so the registration time must be before the 
initial review time; 

 End state of each process instance must have one of the 
following values: Suspended, Deleted or Review Appeal; 

 If the status of an activity in a process instance is 
“Reject”, for the same process instance, an activity with 
a “Send” status must have occurred. 

After matching the event log to the above domain-specific 
constraints, the cases that violate the constraints are removed 
from the event log. The results are shown by three metrics in 
Table 7. As shown in this table, the method fails to achieve 
acceptable precision, recall and F-measure in terms of handling 
missing data. The reason is that some missing data are 
unintentionally removed as they violate the constraints. 

Table 7 Results of evaluation of the method presented by Ly 
et al. (2012) 

Metric 
% Missing data 

correlation 
% Incorrect data 

correlation 

Precision 92.18 94.04 

Recall 54.76 71.42 

F1 68.70 81.18 

The comparison between our proposed method and the 
expert constraints method is shown in Figure 5(a) for 
missing data correction and is shown in Figure 5(b) for 
incorrect data correction. 
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Figure 5  Comparison between the two methods. (a) Comparison for missing data correction (b) Comparison for incorrect data correction 

 

(a) 

 

(b) 

 

6 Conclusions 

In this paper, a novel method is proposed for improving the 
quality of event logs. Our proposed method employs the bin 
log of the database, and ontology extraction and matching 
techniques to improve the quality of an event log. We have 
validated our method through standard metrics, and 
discussed its suitability for solving the problem. We have 
also compared its performance with a related work and 
shown its superiority over the selected related approach. 

The approach proposed in this paper can be applied to 
resolve the problems of event log in any other domain 
subject to availability of required input data. 

We are going to extend our work in three directions:  
(i) resolving problem of imprecise data and irrelevant data 
in the event log; (ii) extending the method to be applicable 
to large amounts of data, including large event logs and bin 
logs and (iii) extending the proposed model to be able to 
clean event log using the bin log of an unstructured database 
system. 
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